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CYBERBULLYING AND CYBER 
VICTIMISATION: A LITERATURE REVIEW 

OF ASSESSMENT INSTRUMENTS
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�e knowledge regarding cyberbullying and its consequences has 
increased during the past two decades. A more detailed insight into 
the characteristics of cyberbullying and cyber victimisation requires 
a signi�cant diversity of measures. However, no agreement on the 
best measurement method has been reached. �e present literature 
review aimed to identify and present the instruments and measures 
constructed and utilised to assess cyberbullying and/or cyber victimi-
sation. A systematic search identi�ed 2031 publications. �e selection 
process resulted in 11 assessment instruments, which were analysed. 
According to the �ndings, the starting point in the construction or ad-
aptation of assessment instruments speci�c to our context should be 
a consistent, enhanced and standardised de�nition of cyberbullying 
comparable to the ones used worldwide, followed by the precise cri-
teria for the representativeness of the target population and careful-
ly considered both socio-cultural factors and the time frame. Finally, 
it is necessary to conduct comprehensive statistical analyzes in order 
to develop and verify the psychometric properties of the cyberbullying 
assessment tool that would be adequate for the assessment of this phe-
nomenon in Serbia.
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1. INTRODUCTION

In the past two decades, there has been a noticeable expansion of the research 
interest in cyberbullying phenomenon (Antoniadou & Kokkinos, 2015; Balteza-
revic et al., 2016). Cyberbullying is typically de�ned as a form of bullying others 
by using electronic communication technologies or information and communica-
tions technologies (ICTs) to carry out psychological peer harassment (Kowalski et 
al., 2014). �e experience of cyberbullying has been linked to “an aggressive, in-
tentional act carried out by a group or individual, using electronic forms of con-
tact, repeatedly and over time against a victim who cannot easily defend himself 
or herself ” (Smith et al., 2008, p. 376).

Research on cyberbullying is no longer at an early stage. To gain a context-ap-
propriate understanding of the cyberbullying phenomenon, its diverse features 
should be captured. �erefore, the research focus has extended and now involves 
di�erent context and disparate populations and various online communication 
media and ICTs. However, a measurement problem is still prevalent in recent lit-
erature (Chun et al., 2020; Kowalski et al., 2014). Nature of items capturing the 
full conceptual domain of cyberbullying phenomenon and their pooling meth-
od, di�erences in sample characteristics (e.g., age, gender, socio-cultural context), 
bullying or cyberbullying de�nition provision, theoretical basis or background 
that provides a comprehensive framework for di�erent person and situational fac-
tors included, are some of the challenges listed (Chun et al., 2020; Kowalski et al., 
2014). Even though the knowledge base regarding the nature of the cyberbullying 
problem has increased, no agreement on the best method of measuring these ex-
periences has been reached. 

Cyberbullying continues to be a serious issue, associated with many psycho-
social and physical problems, including diverse mental health outcomes and 
various problems of a psychosomatic nature (Annerback et al., 2014; Bonanno 
& Hymel, 2013; Chang et al., 2013; Edwards et al., 2016; Fridh et al., 2015; Kow-
alski & Limber, 2013; Mitchell et al., 2007; Olenik-Shemesh et al., 2012; Sch-
neider et al., 2012; Shapka & Maghsoudi, 2017; Sourander et al., 2010). Given 
the adverse outcomes of cyberbullying and/or cyber victimisation, the research 
question arises about the possibilities of assessing the characteristics, aspects 
and components of this phenomenon in society. �is paper aims to identify and 
present the instruments and measures utilised to assess cyberbullying and/or 
cyber victimisation by conducting an extensive literature review and synthesis-
ing the �ndings in this �eld.
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2. METHODS

An extensive literature search was performed to identify relevant studies con-
ducted to develop, validate and/or investigate the psychometric properties of dif-
ferent measures of cyberbullying. �e comprehensive search was performed by 
using Google Scholar – Advanced Scholar Search. Scholarly manuscripts pub-
lished in English since January 1, 2000, were included. �e following keywords 
were used with multiple combinations: “measure”, “survey”, “inventory”, “ques-
tionnaire”, “scale”, “test” (with all of the words) combined with “cyberbullying”, 
“cyber bullying”, “cyber victimisation” and “cyber victimisation” (with the exact 
phrase). Next, studies citing selected measures were further explored at the lev-
el of titles and abstracts. �e following studies were considered eligible: stud-
ies that developed the cyberbullying scale or used a scale in modi�ed or revised 
version; published in English; focused on cyberbullying perpetration, victimisa-
tion, or both; studies including a sample of children, adolescents, or adults; and 
original, peer-reviewed articles or doctoral dissertations. �e literature search 
resulted in a total of 1353 citations, and an additional 678 were screened at the 
title and abstract level. Using the above criteria, and a�er excluding the dupli-
cates, 11 di�erent measures utilised to assess cyberbullying and/or cyber vic-
timisation are included in this literature review. �e search was completed in 
April 2022.

3. REVIEW OF MEASURES UTILISED TO ASSESS 
CYBERBULLYING AND/OR CYBER VICTIMISATION

3.1. Cyberbullying Experiences Survey

�e Cyberbullying Experiences Survey (CES) is a reliable and valid multifac-
tor survey developed to assess cyberbullying victimisation and perpetration in the 
emerging adult population (Doane et al., 2013). �e main strength of this survey 
is that it covers di�erent forms of cyberbullying. According to the authors, the fre-
quency and variability of cyberbullying among a college student population need-
ed more closely examination (Doane et al., 2013).

�e CES consists of a 21-item victimisation subscale and a 20-item perpetra-
tion subscale. Each subscale covers four factors: unwanted contact, malice, decep-
tion, and public humiliation. �ese four factors were previously identi�ed as the 
most frequent types of incidents reported by cyber victims (Doane et al., 2009, 
as cited in (Doane et al., 2013). All items are given in a form of questions and 
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rated on a 6-point Likert-type scale in terms of frequency of experience rang-
ing from Never to Every day/Almost every day. Instead of providing an operation-
al de�nition of cyberbullying, questions are focused on cyberbullying behaviours. 
A total of 29 di�erent cyberbullying behaviours are included, with 12 behaviours 
overlapping between the two subscales and 17 behaviours not overlapping: un-
wanted contact (nine items), malice (six items), deception (three items), and pub-
lic humiliation (11 items). Two examples of survey items include, “Has someone 
changed a picture of you in a negative way and posted it electronically?” and “Have 
you lied about yourself to someone electronically?”

�e CES was con�rmed as a useful tool for understanding demographic di�er-
ences and predictors of cyberbullying perpetration among college students (Bau-
man & Baldasare, 2015; Doane et al., 2013). Moreover, the CES was used for the 
evaluation of the e�ectiveness of cyberbullying prevention and intervention pro-
grams (Doane et al., 2016, 2020) and the role of optimism as a protective factor 
against the negative impact of cyberbullying at work (Snyman & Loh, 2015). Lat-
er results have demonstrated its utility in both explorative and applied research, 
in di�erent socio-cultural settings (Bauman & Baldasare, 2015; Ndiege & Kanyi, 
2018; Somma et al., 2022), for studying cross‐cultural di�erences in cyberbullying 
perpetration frequency and process (Barlett, Seyfert, et al., 2021), but also during 
the COVID-19 era (Barlett, Simmers, et al., 2021; Doane et al., 2020).

3.2. Workplace Cyberbullying Measure

�e �rst workplace-speci�c cyberbullying instrument is the Workplace Cyber-
bullying Measure (WCM), designed and developed to assess cyberbullying across 
a broad spectrum of ICTs and diverse working populations (Farley et al., 2016). 
�e tool is composed of a total of 17 items capturing employees’ exposure to cy-
berbullying through technology in relation to their work context over the previ-
ous six months: 10 items on work‐related cyberbullying and seven items on per-
son‐related cyberbullying. �e response options are Never, Now and then, At least 
monthly, At least weekly and Daily, with the latter two options being merged a�er a 
statistical analysis. According to the authors, the WCM captures exposure to nega-
tive work-related acts experienced through ICTs, including one item that evaluates 
the power disparity criterion between perpetrator(s) and victim and allows self-la-
belling as victims. Respondents answer this one question a�er completing the cy-
berbullying items and a�er being presented with the re�ned workplace cyberbul-
lying de�nition. �e response options are No, Yes, now and then, Yes, monthly, Yes, 
weekly and Yes, almost daily. Two examples of measure items include, “Received 
messages that contain abusive language aimed at you” and “Received aggressive-
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ly worded messages (e.g. using all capital letters, bold font or multiple exclama-
tion marks)”.

�e results con�rmed that respondents experiencing more behaviours more 
frequently tended to perceive themselves as being less capable of defending them-
selves (Farley et al., 2016). �e main advantage of the WCM is its validity as a sin-
gle-factor model and as a two-factor model comprising work-related cyberbully-
ing and person-related cyberbullying. Furthermore, practical implications include 
using this measure as a list of indicators that employees �nd unacceptable in their 
work settings (Farley et al., 2016).

Overall usability of the WCM was con�rmed in di�erent socio-cultural and 
working contexts, including the Covid-19 pandemic (K. Y. Kim & Choi, 2021; 
Nikolić et al., 2017; Park & Choi, 2019; Z. Zhang et al., 2021). Recently, the WCM 
was used to investigate the roles of psychological distress between workplace cy-
berbullying and creativity (Kalyar et al., 2021) and the daily in�uence of workplace 
cyberbullying on interpersonal deviance (Z. Zhang et al., 2021). Moreover, it was 
used to determine individual and organizational factors in�uencing workplace cy-
berbullying (Y. Kim & Choi, 2021) and the antecedents of workplace cyberbully-
ing, such as the perpetrator traits and unique occurrence environment in the con-
text of workplace cyberbullying (S. Zhang et al., 2022).

3.3 Inventory of Cyberbullying Acts at Work

�e Inventory of Cyberbullying Acts at Work (ICA-W) is a reliable and valid 
tool for a quick and easy evaluation of cyberbullying occurrence in the workplace 
(Vranjes, Baillien, et al., 2018a). �is 10-item psychometrically sound and com-
pact measurement instrument has three-factor structure – work-related acts, per-
son-related acts and intrusion. �e ICA-W is both general and speci�c instru-
ment, which is its main strength. More precisely, it can be used to determine the 
occurrence of cyberbullying behaviour at work or to explore di�erent types of 
cyberbullying behaviours (work related, person related, intrusive). Similar to the 
WCM, the ICA-W assesses the cyberbullying phenomenon in the work environ-
ment. However, the ICA-W has fewer items (10 vs. 17) and covers more than a sin-
gle-factor structure. Overall, there are four work related items (e.g. “Your emails 
are forwarded to third parties in order to harm you”), three person related items 
(e.g. “Constant remarks are being made about you and your private life by means 
of ICTs”), and three intrusive items (e.g. “Somebody takes over your identity”). All 
items were answered on a 5-point Likert scale with the following options: Never, 
One time, Monthly, Weekly, and Daily.
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�e ICA-W was used as a measure of workplace cyberbullying in di�erent so-
cio-cultural and working settings (Anwar et al., 2020), but also for studying cross‐
sectional di�erences between patterns of cyber victimisation and emotion reg-
ulation in subgroups of individuals based on their cyberbullying victimisation 
experience (Vranjes, Erreygers, et al., 2018). As recently presented, the ICA-W 
contributed in testing the role of stressor related emotions on exposure cyberbul-
lying at work, further con�rming its utility (Vranjes, Baillien, et al., 2018b).

3.4. Positive Attitudes toward Cyberbullying Measure

�e Positive Attitudes toward Cyberbullying Measure (Barlett et al., 2016) is a 
self-report assessment that assesses the degree to which a person endorses positive 
cyberbullying attitudes. It consists of nine items and two distinct factors: Harmful 
Cyberbullying Attitudes (HCA; �ve items) and General Cyberbullying Character-
istics (GCC; four items). �is measure is described as brief and easy-to-adminis-
ter, face valid, concurrently valid, predictively valid, with good internal consisten-
cy (Barlett et al., 2016). Moreover, its items are general and are not limited to any 
speci�c website, device, or environment. Items are given in a form of statement 
and responders indicate their level of agreement on a 5-point rating scale (rang-
ing from Strongly disagree to Strongly agree). All items were summed and high-
er scores indicate higher pro-cyberbullying attitudes. Two examples of measure 
items include, “Teasing or making fun of others with harmful comments online is 
fun to me” and “Sending mean electronic messages to others is less harmful than 
face-to face communication”.

Recent results con�rmed the utility of the Positive Attitudes toward Cyberbul-
lying Measure in di�erent cultural settings (Barlett, Seyfert, et al., 2021; Caval-
canti et al., 2021; Kumar & Sadeeq, 2020; H. Zhang et al., 2020) and longitudinal 
research as it was applied to analyse the longitudinal relationship between early 
social media use and later cyberbullying perpetration via positive cyberbullying 
attitudes (Barlett et al., 2018). Furthermore, this scale was used to evaluate the im-
plementation of a theory-based video intervention program, which was designed 
to challenge college students’ anonymity perceptions to reduce subsequent cyber-
bullying (Barlett et al., 2020). Also, this measure was used to investigate a mediat-
ing model of relationship between childhood psychological abuse and cyberbully-
ing perpetration attitudes (H. Zhang et al., 2020).

3.5. Cyberbullying Inventory for College Students

One of the most used measures to assess cyberbullying is the Cyberbully-
ing Inventory for College Students (CICS) (Francisco et al., 2015; Jenaro et al., 
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2018). �e CICS evaluates the type and degree of involvement in cyberbullying 
or, more precisely, how university students perceive their involvement in acts 
of cyberbullying. �e �nal version of the CICS consists of 42 close-ended ques-
tions organized into four scales: for victims (nine items, e.g. “�ey spread rum-
ors about my life”), for aggressors (eight items, e.g. “I made fun of someone”), 
for observers of the victim (nine items, e.g. “Someone made fun of them”), and 
for observers of the aggressor (nine items, e.g. “�ey made fun of someone”). 
�e response options are Never, Sometimes and Many times. A special character-
istic of this inventory is that it collects information about the technologies used 
in victimisation/aggression acts (e.g. computer, cell phone; Facebook, Messen-
ger, Myspace, YouTube, SMS). Coping strategies used by victims (e.g. “I deleted 
my Facebook page”) and motives aggressors mentioned for cyberbullying oth-
ers (e.g. “Because I don’t like the person’s attitudes”) are noted, as well (Francisco 
et al., 2015). �e CICS was later used to investigate whether student bystander 
interventions can a�ect the relationship between being a bystander of a cyber-
bullying incident and being the victim or the aggressor (Ferreira et al., 2016). 
Another study that included the CICS as a measure to assess cyberbullying ex-
plored cultural issues in�uencing students’ involvement in cyberbullying situa-
tions (Souza et al., 2018).

3.6. Cyberbullying Inventory for University Students revised

�e revised version of the Cyberbullying Inventory (CBI) for University Stu-
dents (Topcu & Erdur-Baker, 2018) has two sections that measure cyberbullying 
perpetration and cyberbullying victimisation (Tanrikulu & Erdur-Baker, 2021). 
Respondents are asked to report the frequency of listed behaviours, with the an-
swer for the cyberbullying perpetration items given as “I did”, while the answer 
for cyberbullying victimisation are given as “It happened to me”. �e frequen-
cy of their cyberbullying experiences as a cyber bully or a cyber victim in the 
last six months was rated on a 4-point Likert scale in each section: Never, Once, 
Twice-three times, and More than three times, with higher scores indicating a 
higher frequency of cyberbullying perpetration or cyber victimisation. Two ex-
amples of measure items include, “Spreading gossips and rumours online” and 
“Blocking someone’s access to an online account by stealing their password”. 
Additionally, several participants’ cyberbullying involvement categories can be 
created, including categories of cyberbullies, cyber victims, cyber bully-victims 
and non-involvers (Tanrikulu & Erdur-Baker, 2021). �e CBI for University Stu-
dents was recently used as the criterion validity of the new Online Trolling Scale 
(Hamarta et al., 2021).



124

3.7. Cyberbullying Scale

A di�erent approach was noted in a study conducted by Walker, Sockman, and 
Koehn (Walker et al., 2011). �e previous versions of their 27-item Cyberbully-
ing Scale can be found in work by (Li, 2006) and (Spitzberg & Hoobler, 2002). �is 
scale is focused on 13 di�erent situations received or experienced in an electron-
ic form of communication. Example situations include the following: exaggerated 
messages of a�ection, excessively explicit messages, threatening written messag-
es, pictures or images, sabotaging’ private or work/school reputation, pornograph-
ic/obscene images or message, etc. Additionally, frequency of experiencing cyber-
bullying is recorded (response options: Less than 4 times, 4 to 10 times, and More 
than 10 times), as well as technologies used to cyberbully (i.e., email, text or vid-
eo message via cell phone, social media like Facebook or Twitter, instant mes-
saging). Lastly, the sources of the undesirable communication is indicated, e.g. 
classmate, former classmate, former boyfriend/girlfriend, someone dated once or 
twice, roommate, family member, and do not know the person, etc. Since the scale 
distinguishes between the ICTs used, later application was noted in a study on the 
impact of risky social network site practices and individual di�erences in person-
ality on the likelihood of cyberbullying victimisation among young adult Face-
book users (Peluchette et al., 2015).

3.8. Cyberbullying Scale updated

�e Cyberbullying Scale (CBS), developed by Stewart et al. (Stewart et al., 
2014), is a broad self-report measure of cyberbullying victimisation designed to 
overcome limitations of the previously used scales. According to the authors, the 
CBS advances the �eld by providing greater operationalization and including a 
more diverse base of electronic mediums or ICTs used (Stewart et al., 2014). As a 
screening tool, the CBS can be used to identify students aged 11 to 18 who are be-
ing cyberbullied. On the other hand, as an outcome measure, it can be utilised for 
determining di�erent cyberbullying intervention e�orts. 

Generally, the CBS has a single-factor structure. It consists of 14 items on fre-
quency of experiencing di�erent forms of cyber victimisation rated on a 5-point 
Likert-type scale ranging from Never to All the time. Two examples of measure 
items include, “How o�en do you get text or online messages that make you afraid 
for your safety?” and “How o�en do you get in online �ghts?” All items were 
summed and higher scores indicate more frequent experiences of being a victim 
of cyberbullying (Stewart et al., 2014). �e �nal version also includes two general 
questions about electronic mediums through which the responders were bullied 
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and which they used to bully others. Overall utility of the CBS was con�rmed in 
di�erent cultural settings (Saman et al., 2021).

3.9. Cyberbullying Test

�e Cyberbullying Test is a three-factors screening instrument design to meas-
ure cyber victimisation, cyber aggression, and cyber observation (Garaigordobil, 
2017). It includes 15 behavioural categories. �e focus is on three types of be-
haviours: respondent’s own experiences of cyber victimisation, their own cyber 
aggressive behaviours, and the cyberbullying behaviours they observe in others, 
regardless of the means used. �e frequency with which these behaviours were suf-
fered, performed, or observed during the past year is recorded on a 4-point scale 
ranging from Never to Always. �e main advantage of the Cyberbullying Test is 
its triangular perspective, as it rates the level of cyber victimisation, cyber aggres-
sion, and cyber observation. �e Cyberbullying Test was used to explore preva-
lence of cyberbullying in gi�ed students, its prevalence and relationship with oth-
er psychological variables (González-Cabrera et al., 2019). Recently, its reliability 
was con�rmed when the cyberbullying experience and coping manners of adoles-
cents in urban Vietnam were explored, including the associations between cyber-
bullying and mental health issues (Ngo et al., 2021). �e research results also con-
�rmed that the Cyberbullying Test could be used to analyse di�erences in sexual 
orientation in relation to the position of victims or aggressors of bullying/cyber-
bullying, and compare the mental health of adolescent heterosexual and non-het-
erosexual victims, aggressors, cyber victims, and cyber aggressors (Garaigordobil 
& Larrain, 2020).

3.10. Electronic Bullying Questionnaire

�e Electronic Bullying Questionnaire (EBQ) was �rst presented as a 23-item 
self-report measure by Kowalski and Limber (Kowalski & Limber, 2007), and lat-
er revised by Moore, Huebner and Hills (Moore et al., 2012), to evaluate cyberbul-
lying among middle school students. �e EBQ consists of cyberbullying perpe-
tration and cyberbullying victimisation scales, each scored separately as a mean, 
with higher scores re�ecting higher frequencies of cyberbullying (perpetration or 
victimisation). �e revised EBQ has nine core questions that assess bullying (four 
items), victimisation (four items), and fear of being bullied (one items), excluding 
questions about the medium used (Moore et al., 2012). Prevalence questions were 
answered using a 5-point response format ranging from It hasn’t happened in the 
past couple of months to Several times a week. Two examples of items include, “Has 
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anyone used your computer username or screen-name to spread rumours or lies 
about another person?” and “Have you used someone else’s computer username or 
screen-name to spread rumours or lies about another person?” In a recent study, 
the EBQ was used to examine the longitudinal associations between neuroticism 
and cyberbullying (perpetration and victimisation) among Chinese early adoles-
cents (D. Zhang et al., 2020). Earlier, the EBQ was used to determine the di�er-
ential mediational roles of perceived peer relationship stress in the association 
between cyberbullying and cyber victimisation and mental health among early 
adolescents in both cross-sectional data and longitudinal data (Tian et al., 2018).

3.11. Internet Experiences Questionnaire

�e 47-item Internet Experiences Questionnaire (IEQ) is one of the earliest 
measures speci�cally designed to assess cyberbullying, with separate subsections 
focusing on perpetrators of cyberbullying, traditional bullying experiences, cy-
berbully victimisation separated by di�erent forms of cyberbullying (text messag-
ing, Internet, picture/video messaging), general cyberbullying experiences, and 
impact and coping methods (Schenk & Fremouw, 2012). �e main challenge in 
applying this measure is a variety of di�erent types of questions asked. �e larg-
est group are open-ended questions, followed by the multiple-choice and yes/no 
questions. Two examples of items include, “If you were a victim of cyberbullying, 
how did you get the harassment to stop?” and “If you have been cyberbullied in 
any way, what sorts of comments/ remarks were made? Please check all that apply: 
appearance, race, sexual orientation, etc.” �e IEQ was used in a study of the im-
pact of social relationships on bullies, victims, bully/victims, and uninvolved par-
ticipants (Keelan et al., 2014), to comprehensively describe the characteristics of 
college cyberbullies (Schenk et al., 2013) and in a study on the psychological expe-
rience of cyberbullying among transgender adults (Macpherson, 2022).

4. CONCLUDING REMARKS

�e present literature review aimed to identify and present the instruments or 
measures constructed and used to assess cyberbullying and/or cyber victimisa-
tion. A total of 11 assessment instruments were analysed. Aiming to characterise 
the phenomenon of cyberbullying accurately, many researchers opted for di�er-
ent approaches. A more detailed insight into the characteristics of cyberbullying 
and cyber victimisation requires a signi�cant diversity of measures. At the same 
time, signi�cant diversity of measures makes comparing the �ndings among stud-
ies di�cult.
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First, it should be noted that the authors conceptualised cyberbullying by using 
various de�nitional criteria. For example, the WCM relies on the same de�nition-
al criteria as traditional bullying (D’Souza et al., 2017), whereas the CBI does not 
provide a de�nition of cyberbullying (Tanrikulu & Erdur-Baker, 2021). Other au-
thors relied solely on characteristics that di�erentiated traditional from electron-
ic bullying (Moore et al., 2012).

Second, the medium used to channel an act was considered outdated or irrele-
vant for research purposes in a number of studies. �erefore, instruments should 
be considered concerning whether they assess cyber-related behaviour regardless 
of the medium or ICTs used. Namely, the CES contains a number of cyber-speci�c 
items without referencing the medium used (Doane et al., 2013). A similar strat-
egy was used for the Positive Attitudes toward Cyberbullying Measure (Barlett et 
al., 2016) and the EBQ (Moore et al., 2012). �e WCM considers various ICTs that 
individuals use in their work rather than through a speci�c medium (Farley et al., 
2016). On the other hand, the CICS asks about the digital media used (Francisco 
et al., 2015), as the Cyberbullying Scale (Walker et al., 2011) and the CBS (Stew-
art et al., 2014).

Next, some instruments are context-speci�c or designed for a speci�c popu-
lation. Most of the measures are focused on college students. For example, the 
CES was developed to assess cyber-bullying among college students (Doane et al., 
2013), while the WCM has addressed work-related cyber harassment (Farley et 
al., 2016). Concerning the context-speci�city, some measures that assess the cy-
ber-bullying phenomenon can be used as complementary since they allow di�er-
ent types of negative online acts to be di�erentiated. Examples include the WCM 
(Farley et al., 2016) and the ICA-W (Vranjes, Baillien, et al., 2018a).

Regardless of the complexity of cyberbullying, some instruments allow di�er-
ent forms of analysis. �e WCM combines behavioural items that evaluate expo-
sure to bullying behaviour with a self-labelling de�nition question (Farley et al., 
2016). �e CICS is, on the other hand, a more comprehensive instrument as it 
combines perception of involvement in cyberbullying and information about the 
digital media used with questions inquiring about the coping strategies used by 
victims and bystanders about the emotions involved and the motives of the ag-
gressor (Francisco et al., 2015). �e IEQ o�ers a variety of types of questions al-
lowing more comprehensive insight into di�erent forms of cyberbullying experi-
ences (Schenk & Fremouw, 2012).

When it comes to the time frame used to assess cyberbullying and cyber vic-
timisation, there are some inconsistent across the presented measures. Even in 
those measures with a speci�c time frame, the authors used di�erent time peri-
ods. For example, the previous year was covered in the CES (Doane et al., 2013) 
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and the Cyberbullying Test (Garaigordobil, 2017), whereas the ICA-W (Vranjes, 
Baillien, et al., 2018a) was focused on the previous six months. In contrast, some 
measures did not provide a speci�c time period, including the CBS (Stewart et al., 
2014) and the EBQ (Moore et al., 2012) that cover the past few months and the 
past couple of months, respectively. Consequently, data collected using di�erent 
instruments may lead to di�erent �ndings on the prevalence rates of this phenom-
enon, further complicating interpretation and comparison of the results in the in-
ternational context.

�e �ndings of this literature review also revealed that most of the cyberbully-
ing instruments are multifactorial or consist of several subscales. In other words, 
some measures utilised to assess cyberbullying are unifactorial, whereas others 
explore various factors. �e CBS (Stewart et al., 2014) is unifactorial, whereas the 
WCM is both a single- and a two-factor model (Farley et al., 2016). Among the 
multifactorial instruments are the Positive Attitudes toward Cyberbullying Meas-
ure (Barlett et al., 2016), CES (Doane et al., 2013), ICA-W (Vranjes, Baillien, et al., 
2018a), CICS (Francisco et al., 2015), CBI (Tanrikulu & Erdur-Baker, 2021), EBQ 
(Moore et al., 2012) and the Cyberbullying Test (Garaigordobil, 2017).

�is literature review has some limitations to be considered. First, the study 
only included original, empirical peer-reviewed articles and doctoral disser-
tations, and hence, other types of manuscripts (e.g., unpublished dissertations, 
systematic reviews, meta-analytic studies, or government reports) were exclud-
ed. Second, the cyberbullying measurement studies published in languages other 
than English were also excluded, thus reducing the variance in the socio-cultural 
context. In addition, a quality assessment process was not conducted and studies 
were characterised only based on their design. �ese omissions may lead to selec-
tion bias in this literature review. Further studies could gather additional evidence 
from excluded sources. 

Despite these limitations, the information obtained in the present literature re-
view could be used to initiate the construction or adaptation of assessment instru-
ments speci�c to our context. �e starting point should be a consistent, enhanced 
and standardised de�nition of cyberbullying comparable to the ones used world-
wide, further underlining the prominent implications for measuring cyberbullying 
behaviours. Clear criteria for the representativeness of the target population sam-
ple are required. Next, the socio-cultural factors need to be carefully considered to 
gain a context-appropriate understanding of the cyberbullying or cyber victimisa-
tion phenomenon. As stated previously, the importance of the time frame should 
not be overlooked. Finally, to ensure construct validity, reliability, and factor stabil-
ity, comprehensive statistical analyses should be carefully conducted, thus resulting 
in veri�ed psychometric properties of cyberbullying measurements.
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SAJBERBULING I SAJBER VIKTIMIZACIJA: 
PREGLED LITERATURE O 

INSTRUMENTIMA ZA PROCENU2

Tokom poslednje dve decenije, naše znanje o sajber nasilju i njegovim 
posledicama je povećano. Detaljniji uvid u karakteristike sajberbulinga 
i sajber viktimizacije je moguć uz značajno raznovrsne mere procene. 
Međutim, ne postoji usaglašenost o najboljoj metodi merenja. Ovaj pre-
gled literature je imao za cilj da identi�kuje i predstavi instrumente i 
mere procene koje su konstruisane i korišćene za procenu sajberbulin-
ga i/ili sajber viktimizacije. Ukupno 2031 publikacija je identi�kovano 
sistematskom pretragom. Proces selekcije je rezultirao sa 11 instrume-
nata procene koji su dalje analizirani. Prema nalazima, polazna tač-
ka u sastavljanju ili adaptiranju instrumenata za procenu speci�čnih za 
naš kontekst treba da bude konzistentna, poboljšana i standardizovana 
de�nicija sajberbulinga uporediva sa de�nicijama koji se koriste širom 
sveta, praćena preciznim kriterijumima za reprezentativnost ciljne pop-
ulacije i pažljivo razmotrenim socio-kulturalnim faktorima i utvrđenim 
vremenskim okvirom.

KLJUČNE REČI: sajberbuling / merenje / procena / sajber 
uznemiravanje

2 Ovaj rad nastao je kao rezultat istraživačkog angažovanja prema Planu i programu 
rada Instituta za kriminološka i sociološka istraživanja za 2022. godinu (na osnovu 
Ugovora broj 451-03-68/2022-14 od 17. 01. 2022 god.) 


